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Privacy Policy Treasury Secure

At Treasury Secure, we are committed to protecting your privacy and ensuring the
security of your personal and financial information. This Privacy Policy outlines how we
collect, use, store, and protect your information when you use our platform, services,
and website. By accessing or using our services, you agree to the terms of this Privacy
Policy.

1. Information We Collect

We collect different types of information depending on your use of our platform and
services:
a. Personal Information
When you create an account, use our services, or interact with us, we may collect the
following personal information:

Name
Contact details (email address, phone number)
Address
Identification information (government-issued ID, passport, etc.)
Financial information (bank account details, transaction history, asset holdings)

b. Business Information
For institutional clients, we may collect the following:

Business name, registration, and address
Tax identification number
Authorized representatives' details
Business financial data

c. Usage Data
We collect non-personally identifiable information related to your interactions with our
platform, such as:

IP address
Device type and operating system
Browsing behavior (pages visited, time spent on the platform)
Interaction with the services we provide

d. Transaction Data
We may collect information related to the transactions made on our platform, such as:

Trade history
Payment method details
Asset transfers and conversions
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2. How We Use Your Information

We use your information for the following purposes:
To provide and manage our services: We process personal and financial data to
facilitate secure custodial services, manage assets, enable trades, and ensure the
integrity of transactions.
Compliance and regulatory purposes: We may use your information to comply
with applicable laws and regulations, such as anti-money laundering (AML), know-
your-customer (KYC), and other financial regulatory requirements.
To communicate with you: We may use your contact information to send important
notifications, account-related updates, promotional materials (if you have opted in),
and other communications relevant to your use of our services.
For security and fraud prevention: We may use your information to detect and
prevent fraud, unauthorized access, or other security threats to our platform.
For research and analytics: We may analyze usage data to improve our platform
and services, understand trends, and optimize the user experience.

3. How We Share Your Information

We may share your information in the following circumstances:
Service providers: We may share your information with trusted third-party service
providers who assist us in delivering our services, including cloud hosting, payment
processors, compliance tools, and marketing platforms.
Legal compliance: We may disclose your information as required by law,
regulation, legal process, or governmental request, including in response to a
subpoena or investigation.
Business transfers: In the event of a merger, acquisition, or sale of assets, your
information may be transferred as part of the transaction. We will notify you in
advance if this occurs.

4. How We Protect Your Information

We implement robust technical, administrative, and physical security measures to
protect your personal and financial information from unauthorized access, alteration,
disclosure, or destruction. These measures include:
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Encryption: We use industry-standard encryption protocols to secure sensitive
information, such as financial data and login credentials, during transmission.
Access controls: Only authorized personnel and service providers have access to
your information, and they are required to adhere to strict confidentiality
agreements.
Regular audits: We conduct regular security audits and vulnerability assessments
to identify and mitigate potential risks.

However, please note that no method of transmission over the internet or electronic
storage is 100% secure. While we strive to use commercially acceptable means to
protect your information, we cannot guarantee absolute security.

5. Your Rights and Choices

You have certain rights regarding your personal information, including:
Access: You have the right to request access to the personal information we hold
about you.
Correction: You can request that we correct or update any inaccurate or incomplete
information.
Deletion: You may request the deletion of your personal information, subject to
applicable legal and contractual obligations.
Opt-out of communications: You can opt out of receiving promotional
communications from us at any time by following the unsubscribe instructions in
those communications or by contacting us directly.
Withdraw consent: If we rely on your consent for processing your information, you
can withdraw that consent at any time by contacting us.

To exercise any of these rights, please contact us using the contact information
provided at the end of this policy.

6. Data Retention

We retain your personal information for as long as necessary to fulfill the purposes
outlined in this Privacy Policy, unless a longer retention period is required or permitted
by law. When your information is no longer needed, we will take steps to securely delete
or anonymize it.
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7. International Data Transfers

If you are located outside the United States, please be aware that your information may
be transferred to, stored, and processed in the United States or other countries where
we or our service providers operate. By using our services, you consent to the transfer
of your information to such locations.

8. Children's Privacy

Our platform is not intended for use by children under the age of 18. We do not
knowingly collect personal information from children under 18. If we become aware that
we have inadvertently collected information from a child under 18, we will take steps to
delete it as soon as possible.

9. Third-Party Websites

Our platform may contain links to third-party websites or services that are not operated
or controlled by Treasury Secure. This Privacy Policy applies only to our platform, and
we are not responsible for the privacy practices of third-party websites. We encourage
you to review the privacy policies of any third-party websites you visit.

10. Changes to This Privacy Policy

We may update this Privacy Policy from time to time to reflect changes in our practices
or for other operational, legal, or regulatory reasons. We will notify you of any significant
changes by posting the updated policy on our platform and updating the "Effective Date"
at the top of the policy. We encourage you to review this Privacy Policy periodically to
stay informed about how we are protecting your information.


